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Form 

I. SOLICITATION/CONTRACT FORM 

The terms and conditions set forth in solicitation SPE300-24-R-X016 are incorporated into subject contract 

The following documents are incorporated by reference into the subject contract: your final offer, which is being accepted by the 

Government to form this contract, Solicitation SPE300-24-R-X016 dated September 23, 2024. 

II. PERFORMANCE PERIOD: 

A. Effective Period of the Contract: 

November 17, 2024 through November 13, 2027 

Ordering commences on November 17, 2024 with first deliveries beginning November 25, 2024 for Troop customers. 

B. ESTIMATED DOLLAR VALUE/GUARANTEED MINIMUM/MAXIMUM 

The guaranteed minimum on this contract is $9,000.00. The maximum ceiling on this contract is $675,000.00. 

Ill. ORDERING CATALOGS 

The following are part of Flowers Baking Company's offer and are hereby incorporated as part of subject contract: 

SUPPLIES OF SERVICES AND PRICES 

ITEMS: Fresh Bread and Bakery Items listed in Attachment 1 of this document 

CUSTOMERS: DoD Troop Customers in the North Florida Zone listed in Attachment 2 of this document 

FOB TERMS: FOB Destination for all items. 

CATALOG#: DoD Troop customers in Group 1 - Jacksonville will order under SPE300-25-D-V\i002. DoD Troop customers in Group 

2 - Eglin AFB will order under SPE300-25-D-WA00. DoD Troop customers in Group 3 - Tyndall AFB will order under SPE300-25-D­

WA01. Flowers Baking Company will invoice in accordance with the customer's orders. 

Flowers Baking Company will not invoke any additional charges for emergency orders (defined as an order that is placed for same 

day delivery). 

DELIVERIES AND PERFORMANCE 

The following are the designated plant locations for the performance of this contract for all contract line items: 

Place of Performance: 

CONTINUED ON NEXT PAGE 
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Flowers Baking Company of Jacksonville, LLC 
2261 West 30th Street 
Jacksonville, FL 32209 

Flowers Baking Company of Thomasville, LLC 
300 S. Madison Street 
Thomasville, GA 31799 

Part 12 Clauses 

SPE300-25-D-W002 
PAGE 4 OF 9 PAGES 

52.204-19 INCORPORATION BY REFERENCE OF REPRESENTATIONS AND CERTIFICATIONS (DEC 2014) FAR 

252.204-7009 LIMITATIONS ON THE USE OR DISCLOSURE OF THIRD-PARTY CONTRACTOR REPORTED CYBER INCIDENT 
INFORMATION (JAN 2023) DFARS 

252.204-7012 SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT REPORTING (DEVIATION 2024-00013) 
(MAY 2024) DFARS 

(a) Definitions. As used in this clause 

Adequate security means protective measures that are commensurate with the consequences and probability ofloss, misuse, or unauthorized access to, or 
modification of information. 

Compromise means disclosure of information to unauthorized persons, or a violation of the security policy of a system, in which unauthorized intentional or 
unintentional disclosure, modification, destruction, or loss of an object, or the copying of information to unauthorized media may have occurred. 

Contractor attributional/proprietary information means information that identifies the contractor(s), whether directly or indirectly, by the grouping of 
information that can be traced back to the contractor(s) (e.g., program description, facility locations), personally identifiable information, as well as trade 
secrets, commercial or financial information, or other commercially sensitive information that is not customarily shared outside of the company. 

Controlled technical information means technical information with military or space application that is subject to controls on the access, use, reproduction, 
modification, performance, display, release, disclosure, or dissemination. Controlled technical information would meet the criteria, if disseminated, for 
distribution statements B through Fusing the criteria set forth in DoD Instruction 5230.24, Distribution Statements on Technical Documents. The term does 
not include information that is lawfully publicly available without restrictions. 

Covered contractor information system means an unclassified information system that is owned, or operated by or for, a contractor and that processes, stores, 
or transmits covered defense information. 

Covered defense information means unclassified controlled technical information or other information, as described in the Controlled Unclassified 
Information (CUI) 

Registry at http://www.archives.gov/cui/registry/category-list.html, that requires safeguarding or dissemination controls pursuant to and consistent with law, 
regulations, and Govemmentwide policies, and is --

(I) Marked or otherwise identified in the contract, task order, or delivery order and provided to the contractor by or on behalf of DoD in support of the 
performance of the contract; or 

(2) Collected, developed, received, transmitted, used, or stored by or on behalf of the contractor in support of the performance of the contract. 

Cyber incident means actions taken through the use of computer networks that result in a compromise or an actual or potentially adverse effect on an 
information system and/or the information residing therein. 

Forensic analysis means the practice of gathering, retaining, and analyzing computer-related data for investigative purposes in a manner that maintains the 
integrity of the data. 

Information system means a discrete set of information resources organized for the collection, processing, maintenance, use, sharing, dissemination, or 
disposition of information. 

Malicious software means computer software or firmware intended to perform an unauthorized process that will have adverse impact on the confidentiality, 

CONTINUED ON NEXT PAGE 
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integrity, or availability of an information system. This definition includes a virus, worm, Trojan horse, or other code-based entity that infects a host, as well 
as spyware and some forms of adware. 

Media means physical devices or writing surfaces including, but is not limited to, magnetic tapes, optical disks, magnetic disks, large-scale integration 
memory chips, and printouts onto which covered defense information is recorded, stored, or printed within a covered contractor information system. 

Operationally critical support means supplies or services designated by the Government as critical for airlift, sealift, intermodal transportation services, or 
logistical support that is essential to the mobilization, deployment, or sustainment of the Armed Forces in a contingency operation. 

Rapidly report means within 72 hours of discovery of any cyber incident 

Technical infonnation means technical data or computer software, as those terms are defined in the clause at DF ARS 252 .227-7013, Rights in Technical Data 
--Other Than Commercial Products and Commercial Services, regardless of whether or not the clause is incorporated in this solicitation or contract 
Examples of technical information include research and engineering data, engineering drawings, and associated lists, specifications, standards, process 
sheets, manuals, technical reports, technical orders, catalog-item identifications, data sets, studies and analyses and related information, and computer 
software executable code and source code. 

(b )Adequate security. The Contractor shall provide adequate security on all covered contractor information systems. To provide adequate security, the 
Contractor shall implement, at a minimum, the following information security protections: 

(1) For covered contractor information systems that are part of an Information Technology (IT) service or system operated on behalf of the Government, the 
following security requirements apply: 

(i) Cloud computing services shall be subject to the security requirements specified in the clause 252.239-7010, Cloud Computing Services, of this contract 
(ii) Any other such IT service or system (i.e., other than cloud computing) shall be subject to the security requirements specified elsewhere in this contract 

(2) For covered contractor information systems that are not part of an IT service or system operated on behalf of the Government and therefore are not 
subject to the security requirement specified at paragraph (b )(1) of this clause, the following security requirements apply: 

(i) Except as provided in paragraph (b)(2)(ii) of this clause, the covered contractor information system shall be subject to the security requirements in 
National Institute of Standards and Technology (NIST) Special Publication (SP) 800-171, "Protecting Controlled Unclassified Information in Nonfederal 
Information Systems and Organizations", Revision 2 (available via the internet at http://dx.doi.org/ l 0.6028/NIST.SP.800-171). 

(ii)(A) The Contractor shall implement NIST SP 800-1 71, as soon as practical, but not later than December 31, 2017. For all contracts awarded prior to 
October 1, 2017, the Contractor shall notify the DoD Chieflnformation Officer (CIO), via email at osd.dibcsia@mail.mil, within 30 days of contract award, 
of any security requirements specified by NIST SP 800-171 not implemented at the time of contract award. 

(B) The Contractor shall submit requests to vary from NIST SP 800-171 in writing to the Contracting Officer, for consideration by the DoD CIO. The 
Contractor need not implement any security requirement adjudicated by an authorized representative of the DoD CIO to be nonapplicable or to have an 
alternative, but equally effective, security measure that may be implemented in its place. 

(C) If the DoD CIO has previously adjudicated the contractor's requests indicating that a requirement is not applicable or that an alternative security measure 
is equally effective, a copy of that approval shall be provided to the Contracting Officer when requesting its recognition under this contract 

(D) If the Contractor intends to use an external cloud service provider to store, process, or transmit any covered defense information in performance of this 
contract, the Contractor shall require and ensure that the cloud service provider meets security requirements equivalent to those established by the 
Government for the Federal Risk and Authorization Management Program (FedRAMP) Moderate baseline (https://www.fedramp.gov/resources/documents0 
and that the cloud service provider complies with requirements in paragraphs ( c) through (g) of this clause for cyber incident reporting, malicious software, 
media preservation and protection , access to additional information and equipment necessary for forensic analysis, and cyber incident damage assessment 

(3) Apply other information systems security measures when the Contractor reasonably determines that information systems security measures, in addition to 
those identified in paragraphs (b)(l) and (2) of this clause, may be required to provide adequate security in a dynamic environment or to accommodate 
special circumstances (e.g., medical devices) and any individual, isolated, or temporary deficiencies based on an assessed risk or vulnerability. These 
measures may be addressed in a system security plan. 

(c) Cyber incident reporting requirement. 

(1) When the Contractor discovers a cyber incident that affects a covered contractor information system or the covered defense information residing therein, 
or that affects the contractor's ability to perform the requirements of the contract that are designated as operationally critical support and identified in the 
contract, the Contractor shall --

(i) Conduct a review for evidence of compromise of covered defense information, including, but not limited to, identifying compromised computers, servers, 
specific data, and user accounts. This review shall also include analyzing covered contractor information system(s) that were part of the cyber incident, as 
well as other information systems on the Contractor's network(s ), that may have been accessed as a result of the incident in order to identify compromised 

CONTINUED ON NEXT PAGE 
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covered defense information, or that affect the Contractor's ability to provide operationally critical support; and 

(ii) Rapidly report cyber incidents to DoD at https://dibnet.dod.mil. 

PAGE 6 OF 9 PAGES 

(2) Cyber incident report. The cyber incident report shall be treated as information created by or for DoD and shall include, at a minimum, the required 
elements at https://dibnet.dod.mil. 

(3) Medium assurance certificate requirement. In order to report cyber incidents in accordance with this clause, the Contractor or subcontractor shall have or 
acquire a DoD-approved medium assurance certificate to report cyber incidents. For information on obtaining a DoD-approved medium assurance certificate, 
see https://public.cyber.mil/ecal 

( d) Malicious software. When the Contractor or subcontractors discover and isolate malicious software in connection with a reported cyber incident, submit 
the malicious software to DoD Cyber Crime Center (DC3) in accordance with instructions provided by DC3 or the Contracting Officer. Do not send the 
malicious software to the Contracting Officer. 

( e) Media preservation and protection. When a Contractor discovers a cyber incident has occurred, the Contractor shall preserve and protect images of all 
known affected information systems identified in paragraph ( c )( I )(i) of this clause and all relevant monitoring/packet capture data for at least 90 days from 
the submission of the cyber incident report to allow DoD to request the media or decline interest 

([)Access to additional information or equipment necessary for forensic analysis. Upon request by DoD, the Contractor shall provide DoD with access to 
additional information equipment that is necessary to conduct a forensic analysis. 

(g) Cyb er incident damage assessment activities. If DoD elects to conduct a damage assessment, the Contracting Officer will request that the Contractor 
provide all of the damage assessment information gathered in accordance with paragraph ( e) of this clause. 

(h) DoD safeguarding and use of contractor attributional/proprietary information. The Government shall protect against the unauthorized use or release of 
information obtained from the contractor (or derived from information obtained from the contractor) under this clause that includes contractor attributional/ 
proprietary information, including such information submitted in accordance with paragraph ( c ). To the maximum extent practicable, the Contractor shall 
identify and mark attributional/proprietary information. In making an authorized release of such information, the Government will implement appropriate 
procedures to minimize the contractor attributional/proprietary information that is included in such authorized release, seeking to include only that 
information that is necessary for the authorized purpose(s) for which the information is being released. 

(i) Use and release of contractor attributional/proprietary information not created by or for DoD. Information that is obtained from the contractor ( or 
derived from information obtained from the contractor) under this clause that is not created by or for DoD is authorized to be released outside ofDoD --

(I ) To entities with missions that may be affected by such information; 

(2) To entities that may be called upon to assist in the diagnosis, detection, or mitigation of cyber incidents; 

(3) To Government entities that conduct counterintelligence or law enforcement investigations; 

( 4) For national security purposes, including cyber situational awareness and defense purposes (including with Defense Industrial Base (DIB) participants in 
the program at 32 CFR part 236); or 

(5) To a support services contractor ("recipient") that is directly supporting Government activities under a contract that includes the clause at 252.204-7009, 
Limitations on the Use or Disclosure of Third-Party Contractor Reported Cyber Incident Information. 

(j) Use and release of contractor attributional/proprietary information created by or for DoD. Information that is obtained from the contractor (or derived 
from information obtained from the contractor) under this clause that is created by or for DoD (including the information submitted pursuant to paragraph ( c) 
of this clause) is authorized to be used and released outside of DoD for purposes and activities authorized by paragraph 

(i) of this clause, and for any other lawful Government purpose or activity, subject to all applicable statutory, regulatory, and policy based restrictions on the 
Government's use and release of such information. 

(k) The Contractor shall conduct activities under this clause in accordance with applicable laws and regulations on the interception, monitoring, access, use, 
and disclosure of electronic communications and data. 

(1) Other safeguarding or reporting requirements. The safeguarding and cyber incident reporting required by this clause in no way abrogates the Contractor's 
responsibility for other safeguarding or cyber incident reporting pertaining to its unclassified information systems as required by other applicable clauses of 
this contract, or as a result of other applicable U.S. Government statutory or regulatory requirements. 

(m) Subcontracts. The Contractor shall --

(I) Include this clause, including this paragraph (m), in subcontracts, or similar contractual instruments, for operationally critical support, or for which 

CONTINUED ON NEXT PAGE 



CONTINUATION SHEET REFERENCE NO. OF DOCUMENT BEING CONTINUED: PAGE 7 OF 9 PAGES 
SPE300-25-D-W002 

Part 12 Clauses (CONTINUED) 

subcontract performance will involve covered defense information, including subcontracts for commercial products or commercial services, without 
alteration, except to identify the parties. The Contractor shall determine if the information required for subcontractor performance retains its identity as 
covered defense information and will require protection under this clause, and, if necessary, consult with the Contracting Officer; and 

(2) Require subcontractors to --

(i) Notify the prime Contractor ( or next higher-tier subcontractor) when submitting a request to vary from a NIST SP 800-171 security requirement to the 
Contracting Officer, in accordance with paragraph (b)(2)(ii)(B) of this clause; and 

(ii) Provide the incident report number, automatically assigned by DoD, to the prime Contractor (or next higher-tier subcontractor) as soon as practicable, 
when reporting a cyber incident to DoD as required in paragraph ( c) of this clause. 

(End of clause) 

252.204-7014 LIMITATIONS ON THE USE OR DISCLOSURE OF INFORMATION BY LITIGATION SUPPORT CONTRACTORS (JAN 
2023) DFARS 

252.215-7014 EXCEPTION FROM CERTIFIED COST OR PRICING DATA REQUIREMENTS FOR FOREIGN MILITARY SALES INDIRECT 
OFFSETS (DEC 2022) DFARS 

52.222-26 EQUAL OPPORTUNITY (SEP 2016) FAR 

52.222-50 COM BA TING TRAFFICKING IN PERSONS (NOV 2021) FAR 

252.223-7009 PROHIBITION OF PROCUMENT OF FLOURINATED AQUEOUS FILM-FORMING FOAM FIRE-FIGHTING AGENT FOR 
USE ON MILITARY INSTALLATIONS (OCT 2023) FAR 

52.226-8 ENCOURAGING CONTRACTOR POLICIES TO BAN TEXT MESSAGING WHILE DRIVING (MAY 2024) FAR 

52.232-40 PROVIDING ACCELERATED PAYMENTS TO SMALL BUSINESS SUBCONTRACTORS (MAR 2023) FAR 

252.232-7006 WIDE AREA WORKFLOW PAYMENT INSTRUCTIONS (JAN 2023) DFARS 

As prescribed in 232.7004 (b), use the following clause: 
(a) Definitions. As used in this clause -
Department of Defense Activity Address Code (DoDAAC) is a six position code that uniquely identifies a unit, activity, or organization. 
Document type means the type of payment request or receiving report available for creation in Wide Area WorkFlow (WA WF). 
L ocal processing office (LPO) is the office responsible for payment certification when payment certification is done external to the entitlement system 
Payment request and receiving report are defined in the clause at 252.232-7003, Electronic Submission of Payment Requests and Receiving Reports. 
(b) Electronic invoicing. The WA WF system provides the method to electronically process vendor payment requests and receiving reports, as authorized by 
Defense Federal Acquisition Regulation System (DFARS) 252.232-7003, Electronic Submission of Payment Requests and Receiving Reports. 
(c) WAWF access. To access WAWF, the Contractor shall-
(!) Have a designated electronic business point of contact in the System for Award Management at https://www.sam.gov and 
(2) Be registered to use WA WF at https://wawfeb.mil/ following the step-by-step procedures for self-registration available at this Web site. 
(d) WAWF training The Contractor should follow the training instructions of the WA WF Web-Based Training Course and use the Practice Training Site 
before submitting payment requests through WA WF. Both can be accessed by selecting the "Web Based Training" link on the WAWF home page at https:// 
wawfeb.mil/. 
(e) WA WF methods of document submission. Document submissions may be via Web entry, Electronic Data Interchange, or File Transfer Protocol. 
(t) WAWF payment instructions. The Contractor shall use the following information when submitting payment requests and receiving reports in WAWF for 
this contract or task or delivery order: 
(I) Document type. The Contractor shall submit payment requests using the following document type(s ): 
(i) For cost-type line items, including labor-hour or time-and-materials, submit a cost voucher. 
(ii) For fixed price line items -
(A) That require shipment of a deliverable, submit the invoice and receiving report specified by the Contracting Officer. 
(Contracting Officer: Insert applicable invoice and receiving report document type(s) for fixed price line items that require shipment ofa deliverable.) 

(B) For services that do not require shipment of a deliverable, submit either the Invoice 2inl , which meets the requirements for the invoice and receiving 
report, or the applicable invoice and receiving report, as specified by the Contracting Officer. 

CONTINUED ON NEXT PAGE 
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(Contracting Officer: Insert either "Invoice 2inl" or the applicable invoice and receiving report document type(s) for fixed price line items for services.) 
(iii) For customary progress payments based on costs incurred, submit a progress payment request 
(iv) For performance based payments, submit a performance based payment request 
(v) For commercial financing, submit a commercial financing request 
(2) Fast Pay requests are only permitted when Federal Acquisition Regulation (FAR) 52 .2 13-1 is included in the contract 
[Note: The Contractor may use a WA WF "combo" document type to create some combinations of invoice and receiving report in one step.] 
(3) Document routing The Contractor shall use the information in the Routing Data Table below only to fill in applicable fields in WA WF when creating 
payment requests and receiving reports in the system. 
Routing Data Table* 

Field Name in WAWF Data to be entered in Guidance 
WAWF 

Pay Official DoDAAC (If blank, see resulting 
award) 

Issue By DoDAAC (If blank, see resulting 
award) 

Admin DoDAAC (If blank, see resulting 
award) 

Inspect By DoDAAC (If blank, see resulting 
award) 

Ship To Code (If blank, see resulting 
award) 

Ship From Code (If blank, see resulting 
award) 

Mark For Code (If blank, see resulting 
award) 

Service Approver (If blank, see resulting 
(DoDAAC) award) 

Service Acceptor (If blank, see resulting 
(DoDAAC) award) 

Accept at Other DoDAAC (If blank, see resulting 
award) 

LPO DoDAAC (If blank, see resulting 
award) 

DCAA Auditor DoDAAC (If blank, see resulting 
award) 

Other DoDAAC(s) (If blank, see resulting 
award) 

(* Contracting Officer: Insert applicable DoDAAC information. If multiple ship to/acceptance locations apply, insert "See Schedule" or "Not applicable.") 
(** Contracting Officer: If the contract provides for progress payments or performance-based payments, insert the DoDAAC for the contract administration 
office assigned the functions under FAR 42.302(a)(l3).) 
( 4) Payment request. The Contractor shall ensure a payment request includes documentation appropriate to the type of payment request in accordance with 
the payment clause, contract financing clause, or Federal Acquisition Regulation 52.216-7, Allowable Cost and Payment, as applicable. 
(5) Receiving report. The Contractor shall ensure a receiving report meets the requirements of OF ARS Appendix F. 
(g) WAWF point of contact. ( I) The Contractor may obtain clarification regarding invoicing in WA WF from the following contracting activity's WA WF 
point of contact 

(Contracting Officer: Insert applicable information or "Not applicable.") 
(2) Contact the WA WF helpdesk at 866-618-5988, if assistance is needed. 

(End of Clause) 

52.233-3 PROTEST AFTER AWARD (AUG 1996) FAR 

252.244-7000 SUBCONTRACTS FOR COMMERCIAL PRODUCTS OR COMMERCIAL SERVICES (NOV2023) DFARS 

252.245-7003 CONTRACTOR PROPERTY MANAGEMENT SYSTEM ADMINISTRATION (APR 2012) DFARS 

CONTINUED ON NEXT PAGE 
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252.245-7005 MANAGEMENT AND REPORTING OF GOVERNMENT PROPERTY (JAN 2024) DFARS 

52.253-1 COMPUTER GENERATED FORMS (JAN 1991) FAR 
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252.204-7018 PROHIBITION ON THE ACQUISITION OF COVERED DEFENSE TELECOMMUNICATIONS EQUIPMENT OR SERVICES 
(JAN 2023) DFARS 

52.204-27 PROHIBITION ON A BYTEDANCE COVERED APPLICATION (JUN 2023) FAR 

52.204-28 FEDERAL ACQUISITION SUPPLY CHAIN SECURITY ACT ORDERS -- FEDERAL SUPPLY SCHEDULES, 
GOVERNMENTWIDE ACQUISITION CONTRACTS, AND MUL Tl-AGENCY CONTRACTS (DEC 2023) FAR 

52.204-30 FEDERAL ACQUISITION SUPPLY CHAIN SECURITY ACT ORDERS -- PROHIBITION (DEC 2023) FAR 
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ATT ACH_Attachment_ 1_ Attachment 1 Schedule of 
Schedule of Items Items (SOl).xlsx 

ATT ACH_Attachment_2_ Attachment 2 - Delivery 
_Delivery_Schedule Schedule.xlsx 
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orm 
ATT ACH_Attachment_ 4_ Attachment 4 - STORES 
_STORES_EDI_Manual EDI manual.pdf 

PIO Data - Custom Clause 

Header 

C1 


	25DW002_Page_1
	25DW002_Page_2
	25DW002_Page_3
	25DW002_Page_4
	25DW002_Page_5
	25DW002_Page_6
	25DW002_Page_7
	25DW002_Page_8
	25DW002_Page_9




Group 1


Group 2


Group 3



DJB0214

Stamp



DJB0214

Stamp



DJB0214

Stamp





		Blank Page




Group 1

		ORDERING_POINT		SHIPTO		CUSTOMER_NAME		CUSTOMER_FACILITY		CUSTOMER_BUILDING		ADDRESS1		ADDRESS2		CUSTOMER_CITY		CUSTOMER_STATE		CUSTOMER_ZIP		COUNTRY		SERVICE

		1642TL		1631TL		JACKSONVILLE JOB CORPS CENTER		JACKSONVILLE JOB CORPS CENTER				4811 PAYNE STEWART DRIVE				JACKSONVILLE		FL		32209		US		OT

		CGFL01		Z11705		CGC JAMES (WMSL-754)		CGC JAMES (WMSL-754)		MAYPORT NAVAL STATION		1983 MAYPORT RD.		PIER AREA		MAYPORT		FL		32228		US		CG

		CGFL01		Z11501		CGC BEAR (WMEC-901)		CGC BEAR (WMEC-901)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		CG

		CGFL01		Z12113		USCGC VIGOROUS		USCGC VIGOROUS				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		CG

		CGFL01		Z12110		USCGC DAUNTLESS		USCGC DAUNTLESS				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		CG

		CGFL01		Z30347		USCG STATION MAYPORT		USCG STATION MAYPORT		US COAST GUARD FACILITY		4200 OCEAN STREET		GALLEY PARKING LOT		ATLANTIC BEACH		FL		32233		US		CG

		CGFL01		Z11709		CGC STONE (WMSL-758)		CGC STONE (WMSL-758)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		CG

		CGFL01		Z12107		USCGC VALIANT		USCGC VALIANT		NAVAL STATION MAYPORT		1983 MAYPORT RD				MAYPORT		FL		32228		US		CG

		CGFL01		Z11710		CGC CALHOUN		CGC CALHOUN				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		CG

		FB6091		FB6091		FLORIDA AIR NATIONAL GUARD JACKSONV		FLORIDA AIR NATIONAL GUARD JACKSONV				14300 FANG DRIVE		ATTN: FSS/SVF		JACKSONVILLE		FL		32218		US		AF

		N00232		HT0953		NAS JACKSONVILLE NAVAL HOSPITAL		NAS JACKSONVILLE NAVAL HOSPITAL		H-2080		2080 CHILD STREET				JACKSONVILLE		FL		32214		US		OT

		N43649		V21948		USS MCFAUL (DDG-74)		USS MCFAUL (DDG-74)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V21941		USS COLE ( DDG - 67 )		USS COLE ( DDG - 67 )				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V27152		USS SOUTH DAKOTA SSN 790		USS SOUTH DAKOTA SSN 790				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		N29793		USNS BURLINGTON (EPF-10)		USNS BURLINGTON (EPF-10)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V3013A		USS NEW YORK (LPD 21)		USS NEW YORK (LPD 21)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V21462		USS ALBANY (SSN - 753)		USS ALBANY (SSN - 753)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V32421		USS MESA VERDE (LPD 19)		USS MESA VERDE (LPD 19)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V23149		USS FORREST SHERMAN (DDG-98)		USS FORREST SHERMAN (DDG-98)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V21449		USS NORMANDY (CG-60)		USS NORMANDY (CG-60)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V21422		USS GUNSTON HALL (LSD-44)		USS GUNSTON HALL (LSD-44)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		N23192		FISC DET MAYPORT		USNS SACAGAWEA (T-AKE 2)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V27153		USS DELAWARE		USS DELAWARE				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		N29001		USNS WILLIAM MCLEAN (T-AKE 12)		USNS WILLIAM MCLEAN (T-AKE 12)		NAVAL STATION MAYPORT		PIER AREA				MAYPORT		FL		32228		US		NV

		N43649		V21624		USS GETTYSBURG ( CG - 64 )		USS GETTYSBURG ( CG - 64 )				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V21388		USS LEYTE GULF ( CG - 55 )		USS LEYTE GULF ( CG - 55 )				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V27151		USS INDIANA		USS INDIANA				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V23148		USS JAMES E. WILLIAMS (DDG-95)		USS JAMES E. WILLIAMS (DDG-95)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V21953		USS OSCAR AUSTIN ( DDG-79)		USS OSCAR AUSTIN ( DDG-79)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V23173		USS GERALD R. FORD (CVN 78)		USS GERALD R. FORD (CVN 78)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		V21413		USS PASADENA		USS PASADENA				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		N2991K		USNS APALACHICOLA (T-EPF 13)		USNS APALACHICOLA (T-EPF 13)		MAYPORT NAVAL STATION		NSM PORT OPS C/O USNS APALACHICOLA		1 MASSEY AVENUE		MAYPORT		FL		32228		US		NV

		N43649		V27157		USS HYMAN G. RICKOVER SSN 795		USS HYMAN G. RICKOVER SSN 795				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N43649		R50401		USS CARL M. LEVIN (DDG 120)		MAYPORT PIER AREA				PIER LOCATION - BRAVO 2				MAYPORT		FL		32228		US		NV

		N43649		V27155		PCU OREGON		PCU OREGON				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N60201		N60201		NS MAYPORT OASIS GALLEY		NS MAYPORT OASIS GALLEY		BLDG. 338		338 NAVAL STATION				MAYPORT		FL		322280000		US		NV

		N68836		V21956		USS LASSEN (DDG-82)		USS LASSEN (DDG-82)		PIER AREA		NAVAL STATION MAYPORT				MAYPORT		FL		32228		US		NV

		N68836		V20159		USS MINNEAPOLIS SAINT PAUL		USS MINNEAPOLIS SAINT PAUL				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V20161		USS COOPERSTOWN (LCS-23)		USS COOPERSTOWN (LCS-23)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V22995		USS MASON ( DDG - 87 )		USS MASON ( DDG - 87 )				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V50400		USS DELBERT D BLACK		USS DELBERT D BLACK				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V21923		USS CARNEY		USS CARNEY ( DDG - 64 )		PIER AREA		PIER AREA				MAYPORT		FL		32228		US		NV

		N68836		V23165		USS TRUXTUN (DDG-103)		USS TRUXTUN (DDG-103)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V20134		USS MILWAUKEE (LCS-5)		USS MILWAUKEE (LCS-5)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V20155		USS INDIANAPOLIS LCS-17		USS INDIANAPOLIS LCS-17				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V21942		USS SULLIVANS		USS SULLIVANS ( DDG - 68 )		PIER AREA		PIER AREA				MAYPORT		FL		32228		US		NV

		N68836		V20136		USS DETROIT LCS-7		USS DETROIT LCS-7				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V20157		USS ST. LOUIS (LCS-19)		USS ST. LOUIS (LCS-19)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		PA		32228		US		NV

		N68836		V21949		USS DONALD COOK ( DDG-75 )		USS DONALD COOK ( DDG-75 )		PIER AREA		NAVAL STATION MAYPORT				MAYPORT		FL		32228		US		NV

		N68836		V20138		USS LITTLE ROCK LCS-9		USS LITTLE ROCK LCS-9		NAVAL STATION MAYPORT		PIER AREA				MAYPORT		FL		32228		US		NV

		N68836		V20096		USS BILLINGS LCS-15		USS BILLINGS LCS-15		NAVAL STATION MAYPORT		PIER AREA				MAYPORT		FL		32228		US		NV

		N68836		V20142		USS WICHITA LCS-13		USS WICHITA LCS-13				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V50137		USS THOMAS HUDNER (DDG-116)		USS THOMAS HUDNER (DDG-116)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V23150		USS FARRAGUT (DDG - 99)		USS FARRAGUT (DDG - 99)				NAVAL STATION MAYPORT		PIER AREA		MAYPORT		FL		32228		US		NV

		N68836		V21955		USS WINSTON S. CHURCHILL DDG 81		USS WINSTON S. CHURCHILL DDG 81				NAVAL STATION MAYPORT		PIER SITE		MAYPORT		FL		32228		US		NV

		N68836		V55685		USS JASON DUNHAM (DDG-109)		USS JASON DUNHAM (DDG-109)		NAVAL STATION MAYPORT		PIER AREA				MAYPORT		FL		32228		US		NV

		N68836		V20169		USS MARINETTE LCS-25		NAVAL STATION MAYPORT				1576 MASSEY AVE.				JACKSONVILLE		FL		32227		US		NV

		W81BR5		W91RZF		211TH REGIMENT, RTI-FL		CAMP BLANDING JOINT TRAINING CENTER		RTI DFAC		5629 STATE ROAD 16 W BLDG 3410				STARKE		FL		320919791		US		AR

		W81BR5		FT6092		FT6092 202 RHS CEN		FT6092 AT CAMP BLANDING		BLDG 4201		5629 STATE ROAD 16W				STARKE		FL		32091		US		AF

		W81BR5		W81BR5		CAMP BLANDING JONT TRAINING CENTER		RATIONS DISTRIBUTION CENTER		BLDG. 5720		5629 STATE ROAD 16 WEST				STARKE		FL		320919791		US		AR





Group 2

		ORDERING_POINT		SHIPTO		CUSTOMER_NAME		CUSTOMER_FACILITY		CUSTOMER_BUILDING		ADDRESS1		ADDRESS2		CUSTOMER_CITY		CUSTOMER_STATE		CUSTOMER_ZIP		COUNTRY		SERVICE

		N61009		N61009		RANGE 51		RANGE 51 @ EGLIN		8840		8840 RANGE ROAD				NICEVILLE		FL		32578		US		NV

		W31NWU		W5183Y		AACON1/ 13 DFAC		FORT NOVOSEL		DFAC BLDG 6204		FIFTH AVE				FT NOVOSEL		AL		36362		US		AR

		W31NWU		W5183Z		AACON2		FORT NOVOSEL		BLDG. 5914		5TH AVENUE				FT NOVOSEL		AL		36362		US		AR

		W31NWU		W31NWU		FORT NOVOSEL AVIATION CENTER		ALOG		BUILDING 1015		18TH STREET				FT NOVOSEL		AL		36362		US		AR

		W5183X		W5183X		7TH SPECIAL SERVICES GROUP DFAC		7TH SPECIAL SERVICES GROUP DFAC		4570		8TH SPECIAL FORCES WAY				EGLIN AFB		FL		32542		US		AR

		W5183X		W51C6P		FSC,2ND BN, 7TH SFG(A) EGLIN STRIKE		EGLIN AFB				4335 EL SALVADOR WAY				EGLIN AFB		FL		32542		US		AR

		W5183X		W51A5V		FSC, 2ND BN, 7TH SFG EGLIN STRIKE		EGLIN AFB				4335 EL SALVADOR WAY				EGLIN AFB		FL		32542		US		AR

		W813M9		W517UU		EGLIN ARMY RANGER CAMP		CAMP RUDDER		BLDG 6027		LRC DFAC BLDG 6027		6069 WALKER LN BLDG 6027		EGLIN AFB		FL		32542		US		AR

		W813M9		W813M9		EGLIN ARMY RANGER CAMP		EGLIN RANGER CAMP		LRC WR-16 BLDG 6027		6069 WALKER LANE		VICENTE BABAUTA		EGLIN AFB		FL		32542		US		AR





Group 3

		ORDERING_POINT		SHIPTO		CUSTOMER_NAME		CUSTOMER_FACILITY		CUSTOMER_BUILDING		ADDRESS1		ADDRESS2		CUSTOMER_CITY		CUSTOMER_STATE		CUSTOMER_ZIP		COUNTRY		SERVICE

		N61331		N61331		SEASHORE GENERAL MESS (PANAMA CITY)		NAVAL SUPPORT ACTIVITY		485		101 VERNON AVENUE				PANAMA CITY		FL		324070000		US		NV





